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Jigsaw | Step-by-Step Decryption

1. You are infected with Jigsaw Ransomware and get this ransom note
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1 file will

Please, send $150

2. Download Jigsaw Decryption tool
3. Unpack the JPS.zip file.
4. In the Jigsaw Puzzle Solver folder, right click ‘JPS.exe’ and click ‘run as administrator’.

» Jigsaw Puzzle Solver »
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5. Follow the instructions displayed on the screen.

r r
| made 3 payment, now give me back my fles!

6. Now that you ran JPS.exe, the decryption tool runs in the background. Go back to the
ransom note and press the “I made a payment, now give me back my files” yellow button at
the ransom note Ul. This will initiate the free decryption process.

1 file will be deleted.

I made a payment, now give me back my files!
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The decryption is processed by the ransomware itself and your files should now be available
again.

Great job

Decrypting your files. It willtake for a while. After done Twill close and completely
remove myself from your computer.

1 File will L

worth of Bitcoin here:

Grestjob (i decrypiing yourfiles... <
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