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“HITATYP” T 371 § WA F I BHAR AT Fefad BHART (AT AT Hiargsy) 5= Jar # @rar e,
3201 &b fAT, TR BT oA, MDM WfasTHT AfET 3raeils B3, 319P FTd A fearsyq Sive, It
W, 3R 30 afad a3 T fsmed o3 & fav Sier T 21

“3rgery” 1 37¢f B I Apple Business Manager 37sH |

“Apple” BT fAm 312f €, 519 a6 3=yt e T8t fosam mar &) (a) 3R, 7ea 31K faror MR & JATY
(GITST BT BISH), TR IS 3THRBT &b &A1 31X 31w &, 3Rt 3R, aferor smRet 3ik Bfaaq
IR 3R fafeer snfiarer &=t & faiw Apple Inc., STt One Apple Park Way, Cupertino, California
95014, U.S.A. ® fXId €; (b) FTST AT 50 &A1 AT 3NN &1 & IMI & fiv Apple Canada Inc., S
120 Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada ® R ; (c) STTUM & T & fag
iTunes K.K., St Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-6140, Japan ® f&d §; (d)
siReforar 3R Goftere H X2 el & foig, fSa g & snfiaeer &, weer 3R dag & 2nfid &, Apple
Pty Limited, SiT 20 Martin Place, Sydney NSW 2000, Australia ¥ 3@ g; 3R (e) 3= I+t it 3R
it , for fegra TeemY & fAig ag Jar 3ucted €, fbg =Y TeT afold 78t €, & fag Apple Distribution
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“Apple Services” &1 3121 App Store, Apple Books, Apple Online Store, AppleCare, iCloud 37R U=t
317 Apple Jarsii A &, ST 3119 31ftigsd 3BT Bl S 315 P 3ientd fHer &1

“Apple Software” &7 312f 2 i0S, iPad0S, macOS, tv0sS, 3R watch0S 3TWRfET ey TTHedR a1 51k
18 &b TR

“3ifeigpa fEarga” &1 37ef { 39cs T a1 =0T ¥ U Apple-§i7s BT Wede S 34 wWifid ar fz=or
H €, fore Paet 31feipa 3uaasatan a1 AT UTed SuATTesafai gRT 3uaT 3 foig srfigsd fear mar 2, 3ik
S AT § 33U A fog A €1 I fiem & forg, oY fearsw fosht safary & fstt fearsw € (SR, “BYOD”
fSa189) 3% Fa1 & v & wu § (eT aret fEarsw yavd (SR, farss Amdie AfeT § Si-eR fosar mm)
H ATHiG Y AT T8I €, 519 de b Apple gRT 3=t fafed ® 7 fam ma &), 3k 3t fEarew Jar & sie
ATaH T 8

“3ifeigpa IUFNTBAT” BT AT TS T B FHATRAT 3R rgafad wHanfar (ar Jar yeran I &, 3k
TR WY oMfAet €1 31T faft 3170 THTA 3UAITehal & 3gHd ITANThAl3i &l et # 2MHd & &b feig
IR B Ghd &, TS0 Apple 3707 fades I Hofdl & FebdT §; wifds, 39 TRWTT § 1S T 371 Ut Apple &t
vd feiferd weafd & faar enfiet 78 g

“qmHA” &1 372 37 It TR 3R TSR I & S Apple B aTegH IR B 2rdf B IR JaT F W B
BU H ATSAIPd & a1 uTed fasy Y § (S, App Store W UGH) |

“3rgdfera HHARY” B7 372 37 A A 2 S I A B 3R F -1 W B B § a7 JaT 3 €
3R oY e & ATt STHBRY a1t Jomat (SR, VPN) 3iR/ar gRfera arafde R (G, sraie
WAl ® 397 Ugd) W 3ATaRes 3uaT B ugd fielt g€ 8

"fEarsd ATHIRA AfET" P71 312f B Apple-giss fSarsq & g Afem, 5= a1 & U & dR W BIBR 3R
yeferd fbar ST IapdT &, o feared &1 3R A garg 3R el fearsg &1 fARtemT & & fav
JfeT, BIHTRA BT AT BT, IT MDM HIBISA dich BT A 8, fobg &7 deb A Tl 21

“STATAST” BT 318} & deileb! AT 31 fafereeary a1 S&rast S Apple 3MdeT Jar & &y ¥ 39giT & fag
T B JhdT gl

“3ifa IuANTBarl ATSHH e AT “EULA”SHT 312 € Apple ITHRRR & foiv AR e 3y &
g 3tk ord

“yefeid Apple ID” T 31ef 2 JdT T 3UANT BIeh 31MUP GRT SR T 3R fAfFaSia foear mar suaimesaf
@rar (f RSt daiex, Aied 3R Juds M 8, aifdsd g1 dd GifHd T81 &) |

“MDM JeR” T 37ef & 3P (AT 3Tk 3R F Brf B ared B JaT ardT &) Wi ar f=or & 4
H 51 FaT & T TR F & feig [ fvar mar 21
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“IPAA HRAT” BT a1 & (2) M 319 PIS ared AT €, aY 3aeht 3ifeigpd argd Sterfery 3R yHIfura
JfdT UER; (b) Tf 39 Bt TAM aTeft U &, Y 31T ATH, SSHID T §iS (AT U1 & Wi 3T fAa=or
aTel ATH, $SHTh AT §71S) b ded YdTfeld eI dTcil gleet JUferaT; a1 () afe 31d 3rfeipa feareat w ufddfad
VY His H VU 3UAe &RId 8 (S, UTge-31Th-3el Jarar i iPad R 379+t QU-31THTR Y7TdT JoTel 3eted
FRIAT 8), AT 3TID UTed SiT 3Tapd fgared W wfdefed VT /g # X VT BT 3UINT X Ie &1 S 37,
OF At QT Apple ST YIITH ATgdY 3ga (S, BEeH VT &7 faavu) bl 2rdf & IJaR saetd 33K fadfa
U ST T1fegl 3rfiies STHBRT F T, 3T W FaaRMA (3) 3R (b) ¥ FaTg 7Y FRMAT I fAerd-Serd
TR BT IR o Tebd & 3R Apple 3T IP(d & TepdT &; BTelfes, Apple Pt Uget ¥ foifEa wenfd &
T ®1$ Y T 3 aRRvTeT § enfre &t fasar strem)

“3IHd IYANTBAr’ I dTerRd 3% AT T B BHATRAY 3R rgeferd el I 2|

“ferara 21’ &1 372 € I8 3 fSRchT AT S 1Y & dgd IR & =T ¥ fasdt cfer &t uga
H P foig g2Aiferd wu § fosar Srar 1

“yfadfad 0 M8” &1 a0 & 59 Apple-§7s & feargd &1 fAteor Jd1 P GRT &b 3U 3 a8 BB
fadsam Strar € %6 (a) Tfohd a3 WX fSa18d 319 319 diar 81T & 3R AT UM H @b 8T @ 3R BIg
WY 31 ITRFET fiReH Brafcrdar R UgaT T&l S TebdT &; AT (b) fEaTed Te-geR gRT fAsfigd &l fsar s
ThdT B (SR, fearsq &F AfET Mail TU BT AT hsfae & I BIFHTR 81 A bl &, AT Apple ID &
GRT App Store I AT U7 AET &F STT Hbd! §, SATS) |

“Jqr”’ &7 31¢f & TEfeld AeTsd fSaTed WeEH ATHid, Bi<e & U 3R Y&vH, Wefod Apple ID &
fwfoT, 3TN 3R getA, fst gEftid Apple ID ¥ 93 iCloud RS, HawTde @dl & 3UANT 3R 310
Tferd Jarsit & fT Apple Business Manager JaT (3R g31e Wt Teds, Prafaresar a1 gfawmg) S fs
=7 gy N faaR foear ma 2, S a9 O 31k 3=y it Ja1 a1 g onfiet €, o e 3uctes
AT 8|

“JaT UgTar” 1 312 ¢ I8 JaTI-Uel ST $9 A Bl Al b AR MIHT 3R J PIE a1 USH Pl &l

“FR S FT 31 & 3T ATt Foit, Apple 1D 3R Apple gRT Wa fag 7Y faft e BT Ao
ST 319 MDM R T T & A1 Usiicpd fohy ST b 3TIATT <aT &1

“HY-URTR” BT 3R T Jd vel F &, S Apple GRT JaT & ATGHT & Fee H, Apple BT 3R I $& BRI
freaTfea oear 8, S b Ser T GaTfed 3R Jufed o3t 3R T a1 3ucted BT

“3T,” “3MT9epT,” 3R “TIAT BT 37ef 3T T H oA T T &1 T F s &b folQ, T 3199 37
HHATRAT, 3afEd BHATRET, 3R AT FeldT gRT §9 36 BT AU Bra™ &b felq IR gdr & St
IHI 3R A 3T IS BT 3TN B & AT 31feiepa 2 2

VI & 3R 3T BIg Jdd-uel JaT Tardl 8, a1 379 foRT TR & 1 B I Te & 39 379 9 37JaH
H YJel B 3R TIDBT T AP & BY H Siie &b @Y PHeT enl dilfds iftipd fearsdl &1 w@ria
A gt 3R Y fSargl &) 3rfigd 3uanTsdafsn & faalRd &= $ AeFT I are e & fag Jar §
TR BAT AT B
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2. Q4T MGIHATY

21 Jar I

JAT BT 3GANT I DI 2 &b B H, T TR HdT 3R Jgafd &ar g fob:

(2) TRATT BT P 3 IS GRT T BY A 30d T F fog 3R 330 a8t F 3R It @np wrar 3ik
fafFam, 3R xSl & 3TTAR JaT BT 3TANT B Bl 3FAM 8

(b) TR BT TT (3T SHP Tt W HTT) BT 3UANT faseft IR-apTLAY, fAom-fasg, s, ar srdwrfes fdfafer
& o7 B Y 3rgwfd Tel ;

(C) TR 1 T & IUANT b 3TFATT et 31fEiged ITANTeRAI31 3R 3THI ITANTBAT3AT gRT 31ftigd fearsar
B Yafid B & fag nft 3k gl veail (e srgem s Bu J 3Afd &g 10 & rerman) & fav g
fafFaem & o &, 31k O 3uaTehatal grY siftied fearsdl & Wit 3w & Ay TRem et g,
Y fearew ot yafod gfaunsit & fag swnmesaisil bf werfd o1 3R 3% 3fAd STHeRT 3uded AT |
TR BT ITRET AT BN 3R IR g1 deb JIAT el &

(d) TR 39% AT Fdpra (3R 3gAd A & T} A 3uaTadl) & fag 3TRerl 2, 3R 396
I BT GRT Y T aTelt PriaTsat G gRT B g€ 7Y SIE, 3R Fwer (35 3rAd fHer &
3rfafier) Ut it pRargal & faT Apple & Wfd 3TRerdt g

(€) e 319N 31ftigpd I3 3R HIAG IUATRATH A TET ST A AP fearsdl By
IR B P fAig it 3rmaeaes 31fieR 31k geafaal wrd &,

() T & U AT Wi 3R Yeifoid e & 3R 811 SidT fos a1 gRT 373Ad 81 3R |t & 3uaT
& A @ It 2raf &1 ure B,

(g) TR 37197 31feigped IuNTeRAT3N A, STeT 32 &Y, Weifeid Apple ID s9H 31K Apple @ w&ifeid Apple
ID & foIg Ja1 Yer &3 (SR @faeiTd ST BT 3uAT 31 @R Mfiet §) PY 3rgafd &7 & fog it
31T AfABR 3R TeAfdaT yred B,

(h) T JaT H HaLRATIR] DI TS HebdT &, wlidsd Ppad dd Sidfcs VW k] LA &b BHART AT 3T fed
FHART € IT T DI 3R F BRI I g HaT YaIdT &, 3R T T U&il Bl pael @1l Jeed &b 38281 A
SiIE bl &; 3R

(i) AT BT Pad T F (IR T P 3gd (il & feig) TR g & Fared 3R gaa1 dreifie
% 3827 I JAT P 3UANT PI 317AfT 7 3R JdIg gall (“3gAd FHer” &b g & Fadeer (o) W fau Ty
3Ad BT & 3retran) BT VY fEarsw a1 JaT 3uced FRM Bl 3AfT T & S Jar gRy & 7€ Janai ar
BRI & AT THEA BT & AT 37T AT 38T & AT JdT BT Bt Mt avg 3UaNT ol &, 37 fosx Apple gRT
foifera # 3T wedfd <t 18 2l

2.2 P 39 3Ad AT T

TR AT BT Qe Bt WY 3Afepd ais A &l & &Y TeAfd <ar 8, forad 3Afegsd waer, Jead amdr
W qIgT ST, A1 gUTaATqUl Bis 37Ueils BAT M 8, WAl a1 dep HIfHd T8l 1 VAT B BT BIg M
I Apple 31R 39P ARIRIE UTdT & USRI BT 3ecied &1 §9 3 H TR B F 37J7d 81 &b 37T
HRTT JT BT AT BT, fefshl, AT, FhRIY IR AT, 3178 AT, fIaR0T BT, BIRE e, TTgHEINT
T TRy @RY 3TN B AT TET & T, AT 37T JdT (AT 3 fobt Wt Treep) Y ot gefta-uer 3 faw
3UcTeH] T8l R Febdl| TR HeAld 2aT & b ag Jar 1 3w W8T &3, Ydifed &, Teld ol &,
gAaER AT JHAH UgdH AT ATHIfbd e 3 3reTrar fd} 310 afard 8 a1 311 3 3 g 78 oo,
3R Apple X foaft Wt WA BT 3RABR AT &A1 B BT 1R JRferd I@ar 2 o fasedt 37 s an
feRi & 17 T UgaT BT BY UROT AT {HedT JRgfd &1 AT ST HebdT €11 JERI el & 1, 1 Jar a7
Apple ATHRIRR AT fadt 37 Feiferd Apple TTHRIIR AT HiailfTich! ¥ AT 37 gRT @] fasait +t JRem, fSfSea
THER, feforedt ATIBR YeH, T AT YHTOMIGR0T JoTferal § gxdald T8l B, AT 31=7 Bl VT B F
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foIQ Wem T BT | 3R 317y oY 3Tg Te, TR Feant, fadt 31T e a1 AT Tgantt
& gfdfifa (45 CF.R S 160.103 H URMING &I 7 2 & 3IR) AT TR T JardT A1 b 2, ar deem
9 91d ¥ HeAd ¢ 1 a8 a1 & Tl g, Tsae[ AT 317 FauT &7 30T fee- Wt “WRfgia wawea
STHBRI” (45 C.F.R § 160.103 H GRVTS I 718 21 P 31ER) AT AN BILT P ded HHBE TR 5T Pl
A, U B3, IERETE B AT FRATRA B b ToQ gl BTt AT bt Y d<ids I 3UAT A&l B, it Apple
P T T febft JTI-Uef T ATITIID TEII ST AT 37727 e Apple BT o7 W M-Il B!
&b I FY1 58 HIeH | T U F 7o el by Mg it sifeer gefard € 31k Apple gRT fAfgdre,
I GRT, AT 31T BI 317 TIISA, Uik a1 31fUeR, @ad a1 3idfifed UeH 78! fby o 2

2.3 &R AFA g

T R 2Iepd BT 3YANT bl T &b MDM IR &7 JaT § ATHIRT B 3R 37 fSargq amieT afen
BT UATS B B 3821 &b iy A P Fgald a1 & 5 s1fapd fEargdl W W See 579 3% 3Afepd
3YANTRAtsil 3R AT 3TANTRATsl gRT 3RS BU F Alcbg fosam STaT 81 HXAM 379 Ja1 erar &r
BIgd, 39P T3 2Ihd P fhdl 31T AT Bl UeT a7 TWMIdRT T8l &3 a7 fbdt 317 fRbra & arer 39
AT &1 B BT TEHIT AT &1 TR I TR e bl JRefT 3R MY-rar Bl JRferd 3@ & oy 3faa
3UTT B 3R 3 I B P! AT dT & 3R 3TH BSBIS DI TS 81 AT T & U g A Bl BROT &Y
o5 39% T BB B T &1 Apple 39% faded I feat ¥t Iz TR 2B BT TE AT 31&1H B BT UBR
IRferd @dT 81 g9 Mfdferd, I FHSTAT & 3R TgAfd 2aT & fos Tk Slep ol fhe I SiARe et Tl
Y AT BT IYANT B BT AT Bl YHTfAd B T deb s BIg 73T IR A MDM IR B T&1 SieT mam
Bl

2.4  EULA % foam 3ik orf

JaT &b TP & BU H, T 39 31f6pd IUANTHRAlsi iR 3g0d 3udNHaisil o fbdt feared w amm=g
IR Ao 5 ST I wifehar I aTeR Apple ATHRIR & faT 7w 3R ordf &1 Wher & & fav Fear
I FebdT 81 TR JaT PT SH JfAuT &7 30ANT d9 db o FebdT & Sfd db UM [+ sraegamanst &
HeHd EdT &

() T Apple TTRIRR B IAM Tl 3fapd fEarsdl &1 uRfFAISH 3ifogpa suamwaisi iR 3gad
3YINTHAT3T B B A Ugel, T & 31feigpa WfdfAfer B Ja1 &b 99 UIEd W Apple ATHRIIR & faig EULA
T Wb R BT 8N,

(b) 3R Apple FTHRRR & AT EULA S&a T &I, al IR 31U+ 37fadpd UfdfHfe o7 Ja1 & 99 uida R
aite 31K JaT BT 39T ARY 1T F T Apple I FoAT e W W EULA BT gid WNHR 3 & Ty de
BT HeAld <dT &1 T TR HRal & b I8 396 MDM HR & 1l 31fdRam 31fegpd fSarssl of Jag
HA Ffed, JaT BT 3TN & IR JH 59 b fos W EULA BT TNBR T8l B fava ST,

() T IE gffedd e & feig 3TRar & fob Ui EULA 31fagsd 3udimesalail 3iR 31gAd 3uanTesaisii &l
T fay S €, 31K I8 13 T 31fogd 3uaTasdf 31gHd 3uaiTasdf Apple ATRAIR & fag EULA & fom
3R 2raf I ST & 3R 37T 3FUTAT BT &; 3R

(d) T2 39 3feigd IuANTRAral AT IUANTRAra % Apple ATHRAIR & 3UANT F faw Wit 3raeas
T Ipfadl BT AT B v IR eI bl WeAfd &ar &l

25 fearsw wmMiwor
T fEaTed Aies AfT Aem Y ¢ Wt 31feipd fEare o1 qAfdwmar Tel e 3iR O fEarsw &1 foseit
Wt a8 I et vedl BT gAfdehd B I Ugel 37 a1 I 8¢ & fay Fedd &l
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2.6  HMI B EAER

Jyar ® A B I Tad: € 31em et 2, 3R 37T 3uANT 5 ey &b ufdel 3R Jar # ¢ 31k gt
% I9ANT BT (AT B aTett rat (“aTegd TTHUT PF 2A”) & 37 BrdT 81 379 37U FARATID] BT T
& AfTBR 3R AR W UgT IR, 3% a7 F ANAH J A W Ugd < Fohd &1 aregd arit o 3R g
3ey & fdasl & 3ndiA, g Jar e fSared 3RTgTHC BT 3UANT Bk feipd fSargdl el a1 3ugNTehdi
3rTETHE 3R Apple D T 31T Pk 3ifHiged 3UANTRAI3N 3R A IUANTBAT3T BT AT 371dfed B
T i <t &1 39 U foset Wt Ger § 31fipa 3udeRaisi 3R sifupa fearswi @1 v srmed (ar e
T fo I 31TS) I Tha & STel ¥ App Store TR 3T 31T Pal A% BU & 39ded 2, I8 [T it
I geeT Febdll 81 YR b e H, 37T g HHEI 8 3R HeAfd ad 8 fdb bt stfeiepa 3uinesdt a1 3rgad
39Tl Bl BIE Y IHTST B & W, g8 Y& TEXRUNY gld! 8, 3R 377 59 BRare Pl (& Tal
P b1l T Gdep P O3 J 31ATST el o HbI | 3170 UHt It i 3iR @ 2rdf & 31gurerT & foig gt
e I &1 I 37 a1 & W F B9 § Al B Wdied A7 3 W g &, dF 319 59 91d B JEHfd
A & fob 3195 IR 370 37feiged IURNTGRAT3N 3R AT ITANTHATN Bl 3R A U} 71 2rdf Y ThBR B
& SR & 3R 319 37 26l BT TR B 3777 I8 TS 3R FeAld d & fob At it 2off ar & 4
IMad: 3UTT 7 81 377§ 91d & fAig TeAfd &d € 3 3nma foRy 321 & fFard) & a7 & arex amht fafa
TE! BT 3R 7 8l 3T VAT B3 BT ATUDBR AT &1 &1 3717 §9 91 bl GeAd &d & fob 3170 febait oY 221 &
P T AT &b Ferdrsil gRT a3 fosu mg wfdesl # mfadry Yar 78t B3

27  HIRAYF WTd

JaT F FALATI g ITANT F AT 37T 397 FaRATIRT F AT RIS W §7 T &, STafds Apple
FARRTYP WAl b AT dF &R FhdT &l J TaATYS W Tb 3T 3Nl 419 3R Iras &1 Uh
TATSH BT, ST 3Tk Wfhcd § BiNT| 519 319 a9 T §9Td 8, dT 3P GRT IAd 3UAeH 8 aTel
Jar b ft Gt 3R Fraferedr R @d & Gy Tam o & Se, 3R 37 379 $U F &7 FaRamas
GTd! BT T&H B3 3R 37 Wdl & Jau § i} fdfafeat & v SiRer g (37, Irmh & Tiert B
3TAI &) | 31T TitebR & & 3R Fefd &d 8 fob S cHeaeelTdeb T &1 3UENT el Wl Yo 3831 &
fore Jar qes Tga 3iR ydfeid B ¥ fIar 5T FeaT 21 AR 31T PIE AT BT 8T & &, A 7 Y 37
& 3R T € IS & T I IS Fdl BT Yo e, 3R 31T I8 WNBR B & a2l Tehfd &d
% o 39 PRATS BT Ugel ST &l T ST HpaTl

2.8  wdfad Apple ID

3% 39N & foq wEfed Apple ID &1 |bd €1 319 31AT 3TANTGAis & faq PidT Floumsi 3k
PrafcTdsdr BT &M BIAT &, T8 a9 B b g 3R yaferd Apple ID &Y §91, 3UANT 3R TeEA &1 & fag
37T ITReR g

Tt 31foipd 3UaTTeRdT & 3UANT & T weifdd Apple ID M & foig fieT STHGRY Bi 3maegdsar gt &,
o 3Tt 82T 2Nfiet 81 FebdT &: AT, YRaTiad HfHepT, UTHas, S udT (H9eh & faig), 3iR B AaR| 3179k
3TAT 3UANTHRAT3T & @Tdl bl Ifeid I 3 felg 3TN 3FAd SUATTehalsi & UrFas ! § 3iFared 38
PR DY 3MTYDT AT BT FATT IWH P folU, 3MTIBY $ THBGRY B MU AT A1feY| 379 Yaferd Apple
ID T hefeT 37U HTARP HaHTT T YT HIafiich! &b 382d I AT befel 379 3Hfeipd ITANTHBAI3T P feig
SN &} Hebd 81 37T SH &1 P1 FeAld &d & fdb 31T 3197 31fed 3udimesdiaii & fara 3= fsat ol ot
wefed Apple ID TTSIT B, ST, AGRT ST, fRTT TR 3, TeT TR &, T 359201 U 3UcTe IR BT B
TE BT 379 JaT § yeEfad Apple ID 37 IR Thd 8, FAdfad B Fabd €, a7 8T Ihd & (O, s BIE
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37fOd IUANTRT LA BT <dT 7, 1) | Apple 319ds 37fodd IUANTRAT3AT & foig HTY ST HHA dTel Taifad
Apple 1D &Y T 3R fasdt Wrd & Hag fSarsal Bt T Bt TIHd = BT 3ifIdR J9dT 2

IfE 319 H1ST 7 A P AT 0 e, Tetiep! a1 W% BT 3 Apple JdTT Iqded &Td &, d) 3
Apple Ja137l BT 37 31feiged 3uaTThdT & Fafed Apple 1D I Tag @Tdl ¥ 2T JUfed d= & TeAfd <d &,
3R Apple T UHT 8T 31U 31R/AT 3B 31ftiged IUANTHArsti & Apple a7 & 3UANT & Head H Habfowd,
Tfga 3R Fferd B3 Y TEAfd &3 €1 37T 319 rfeipa 3uANTRarat Bl 5 Apple JaT B UgT 4d &
3P IR W, g YA PBAT AU ItRaTicd ¢ b 39 3R 3770b 31feipd ITANTDT TP eifeid
Apple 1D & fog AN BIAT BT UTe BT AT TS HaLATID, et IT =% Pl [GeT Apple JaT |
UgT €, a1 Apple 31T 31fEipd IuaTeRdiait I Apple JaT & 375 3UATT & IR § HaTg B T 8

2.9  3gwd A 30 3rgwa 3uahTEBat

T 319y Y rdf & 31, 3Aa e 3iR 31gHd 3uATTedf 3TI% WA & d8d JaT W g Tohd &, Fafid
Apple 1D &1 3w 3R fafFaisiT 2nfiet 981 § (G790 de fb Apple gRT Ugal I 31K faf@a & arger rerm 3
TBR T8 fopam 7T &) | T8 3T IeRalfed aIT fob 31 [Heprar 3iR 31gAd IuTehdl 39 37geH bl 2rdf
BT U B 3R TG A 9 e BT fosadt Ht aRE A 3ewied Bd 8 dl 319 Apple & Ufd e 3TRart gl
IfE 39 (AT 3TUhY 3R F Ja1 wardT) Apple-sie & feargal &Y O Ja1 A shgd & S fasedt 3w fAerr &
e § &, A1 3779 g9 I1d &1 HfdfAfeic Pd 3R 37mearad <d & fobs 31gwd e 7 31! O feared sired
& iy s1feiepd fasa 2, 3R I8 1o 37 fSared w 3ot (230 8, 3R I8 16 srgaa e (3R afg @ &,
A 9% AT ITANTHBAI3) BT 3R F 3MIDBT EULA TR B 6T AUHER €1 Apple 37 a1di & 3fIdR
TRI&IA 3T &: 37 W & e A Yar by 379 Gawnsit a1 drafcreser g RH qar 1 foieb feig
TR 39 31Ad BT (3T 31gHd IR 3M) Y Uga a1 3UANT Y AR & TebdT &, 3R 31gAd et
T 3THA 3YANTRAT3N BT fbdt vt TH 3 @ A fbTe & faT e weT)

210  3USe; IWREG & foig IS gueq T8

Apple foAT febet G & el Wt Ty el wer bt 1€ Jar (3 396 foedt ¥t f& ) Y e, 5, Ficifaa,
% Y G & IT TNfeld  FebdT & 3R Apple 31muds Ufd ar et gdtar var & ufd Iaverdt 78l 8 3R
a1 U MfUBRT BT YA BRaT &1 Apple TR DY JaT & fH) ot 3r0ee B o &b AT sTe A8 €1 3R
Apple 3TUST 3UAST IIAT &, A1 89 7Y B 2t T 39S BT 43d ! & STa dep fdb 3708 T 37eAT
3T < AT T 81, THT B R 3 37a bl 2 AL BITiT | 377R BIg UST IUeTe] PIAT ST & ol 3TN QT
AT, JaTG 7 BrafcHeBT & Fabdt & ST Jar ¥ UTg S areht gfarems, Jarsi a1 Hrafeear I 3 &
Apple JaT & fAT BT IWIETT, deb1bT IT 317 THET T & &b el g e 781 21

211 qdlg-ue Jar uegran

TIepT faet T HaTdT T 3TN 9 T AT Faet ad & 3R JaT HerdT Bl JaT dd Ugd 3R IqHT 3930
3TIHT 3R F 3R 37 2rdf & 3FAR a1 SIram &, 31R I8 319 3R Ja7 yerdr & o O @t & a1 v
IR e FHeia & AT & S Apple & WA B A BH 3o WfdaHTeE 3R GRS & I T8t
Ut &Y 7€ &1 a1 & Fau o febil +ft Jar vrerar gRT b1 7E febit Y Brarg 3iR/ar e e A 34 8
qret fopaft WY B BT 31 gIRT fasam Tar |AT STT9, 31RO it rarsal (ar fat W fAfskaan) & fag
Apple & Ufd 3TRERIT 319 (JaT FaTdT & H1-H1) BIT| STe foaft feaifd # Jam gerdr gRT BRatg & a1 7
P TR 3 I BT 3cvie BIdl & AT 3=JAT DI JhAM aIdl 8, dl Apple 3TT0H U JaT YaTdT b 39T Pl
RIfTd AT BT 3SR JRigd @ 2
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3. HRMAFTRhw

T 3BT UfdfAfeea aar 2 3iR 377arR &ar & fo:

(2) T P 31fapa fdffe or 3T 3IR I g9 37gay H Ja2l B 3R TR BT g 37gey & [gn! 3R
Il H BIT B U aedl A B PR &;

(b) € 31ey T AT & ITANT &b Heel W T GRT Apple (A1 SHP 31ftiged 3UANTRA! AT 1A 3UANTHAI)
P IUAK BTS T8 T STHBRT TdAAH, T, UG, Herdep 3R guf g1 a1fay; 3R Her gRT Apple &1
3T IRTE TS STHBRT b HeftT H, T VI STHBRT # bt W a&el1d ST FaT gid Apple T 2|

(C) TR HT T 3UANT B 3R G 37T BT AT I HIY 3ADT TUTE A b el Q 3707 31feiepd TfafAfery,
TR, JaT FaTd3il, 31fagpd 3udimesaisil, 3R 3IgAd 3uaThdisi, 3R 31gAd [Heral w AR W@
3R IRt B,

(d) | a1 & Heer W It oI, 9, Bl 3R AT, 31k ¥ gRT &l S fafafeay, sae sifagd
fearsw & foiv gft e 3TRaR 8,

(e) TRUM, JaT P IUANT 31K 3T P IUANT 1R TUEUT & Gy H, o™ fardid $e1 3R 9 Ja1 & areaq I
AT Y 2Nfie 8, Uebet dR OR TOH1AdT 31R ST FREfT BrA! (SR TG urfefarie 3R 27 318te 2016 B
AT 3T & TATLA 37R 37 32T P Yo TIHIARYT P TGY § BT dR R d b Y JRefm & g s g
MY HI3fA & fafiam (EU) 2016/679, 3R R Taeht fafider 95/46/EC (“GDPR”)) & UTei & faig JaRardt
BT,

() fariTa ST I Fafea 3t fafafe & foig e IMRarh g (32T, Afad 81 B gRfard & T,
DY TR BT, 3R 5 e Uga Y WA BT, 3rgfaa miafafer B Aepem 3R sw fvear 3nfe); ik
(g) TRl 3 IS &b d8d HIAM DI Al BT AT B 3R 3G STl bl T BT

4. Qa1 3maegpdansi ar 2«af ¥ geda

Apple §F 31et b1 JaT 33K 2raf Y fosft ¥ THT I&eT FebdT 81 T BT ITANT STRY 3@ o ol q, TRATT Bl
3709 31ftiged UfdfAfe < AT & 59 37Ja bl 78 MTaIBAT3il AT rdf Pl bR BT 3R 399 HeAd AT
3MFLTP | 3R 31T S 3MaegHarsit AT oraf A TeHd 8! BId &, d JaT AT 39 Bt fERy Y 3mudbs gRY
39T f3Y ST &Y Apple gRT fcifd a1 THTe faT ST TawdT €1 319 TeAfd &d € fos Wit 9 3rgey erdf
B 3MTUDT WP BT Hdbd SeagI-d BU H T ST Fhar 7, o faaT fasait THT & ST BT s 31 AT
"TEHd &' IT St dRE & 9 W fawids BT QMR Bl

5. afaqfd

ST BILT GRT A HIHT deb, 39 Apple BT TfcRfaid & 3R arfaRfed &vH & foiy, 3iR Apple & 3R
W, 3% AP, rfawra, FHaTlRaY, Teafiay, Tds sreudwalsi 3R sifagd afafifeay e "Apple
eifaqRa dar) &t e TR 3R it ara, grfar, el aifd, @@ 3R ara § # & fog wend €, o
faaT faseft HHT P aeblet Y B 3R 31eTeTd B Td, (FTfed BU F, "JHAM") A &, ST g Apple
&ifagfer Ter gRT fApg MU € 3R 3 3 fIt I 3o T 39 Fafed € (2) 39 3gey § fohy g ymiom, oW,
e, gfafAfe a1 IRt BT 31U gRT 3ewed, (b) 319 gRT (SR 31T JaT YardT, aeTded, 3fadhd
IURANTRAT, 3T IUANTRAT 3R/AT AT BT gRT 3uANT i € fds g8t Tfed 78t &) Jar 7 37,
(c) wnfeigpa fearswl, fearsy AMic JfST 31R/aT MDM TR & 31ads 39AT, YRS a7 e & aR &
E1q, it it 3ifdw 3uainTesdf & gral afed aifds 0 ad TifAd T8 ; (d) 31feied fared, @averes &,
T&fad Apple |D &1 UTae™, TEEA 31R/AT 3UBNT, 3T FTHIT, 37R/41 JaT & B8 Wt 39T & gR § fdt Wt
3ifdw IuATTeRdT & ral Afed Br Wt araT, Wfds 50 dd TfRd T, 31R/aT (o) fariTd 2T Bt 3 3uNT
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T Yeru § Faftid 1 | grant Apple & qd foifera weafd & fomr s fot Wt gear # fast gdla-uer &
1ef Tt fAuer a1 FAME 373 W Y2l T8l B ebd & Sl Apple & 31faPBR I JMTIad aal @ AT st ¥t
@b I Apple AT Apple & fasat arfaqRa uar BT amed e1aT 21

6.  3fafer 3iR FHTGA

SH 7S Pl 37aftl IH R F YH BTl 579 319 Ugell IR JaT H $H 3 Bl FiibR dBd & 3R Apple
GRT 395 JdT W1 BT YRME AfgsavT fafer I 3[6 s TR 31afer (1) a9 & oy 918 oTdl €1 39 4T,
39 3 BT 2rdf P HIf 37U AT &b 3T, H 37eY bl 31afe Ienfed B ¥ TR Teb (1) a9 Br
31afe & felg TdIgpa &1 SITe, 519 ae fb S 37aY & AR $ Tee! TATW Ta! (T STl A1 uaf 3
37eY B 370 i & fefg, febedt Ht BROT AT f6AT BRUT &, HHTC B Hebd &, i1 GHIG P 3829 bl feiferd
GIAT P I 37 Y& Bl T B & 30 T a1 yret g

3R 3119 fa%e 81d 2, AT Apple I HeE 8 b 319 39 313 & bl Wi Jrare ol UTei o H fawhet gU 3,
ar Apple 3107 Tafddes W, MU faAT Jerr f&u: () 3 ey 3R/AT 3MU® WA BT FHIT B TbdT &
3iR/a (if) Jar (@1 39 R ff TR b uga B FcifSd = TodT a1 A TehdT €1 Apple I AT
B oA &y fsdt Wt Ty Jar (@ et Wt Ry ar It o1 Tenfea, Fcifsd a1 9 o &7 3iftieR
IRfeia @1 2, 3R Apple 319 Ufd AT fait qeta-ver & Ufd 3t 78l 8T 3R 98 W 37fUdRT &1
TN AT Bl 3R 37T e[ 4 H Y MY 3TAR 31 Bl 2l bl WibR 3 # fatel gid & dr Apple
S I DI HATC AT HaT31l BT 3TN B P TP AUBRI PI [Heifad W B Tbar 21 319 bR Bd
¢ 3k weAfa 3a & fb 311 59 gy & GuIt a1 g 3 qTe a1 BT IUAT T AR U AR g
Apple 3T BT IT STHHR db UgT P Acifad B3 AT 3TBT 8 BT AfABR JRf&rd I@ar & o 377, 31mas
IITYI, 3TfaPpd IUANTHRAI3N, 3TAT BT, AT ITAd ITANTTHAT3AT ¥ 39 HaT & 319 ITANT &b ATH
J TUEld far €1 31! Jar & Bt WY e &1 3UTNT & A Ugel axdrdet bl THIGHT -t arfey 37R 3
321 3R STFBRY &1 T 96379 @1 arfeq| Apple 31T Ufd a1 fewt geta-ver & fd 3averit a1 fSimeR
T8I Q17T 3R ag bt Y &ifd o foTT QA 31feiedRY o1 wRiNT BT & S 39 avg o fooadt it wmnfed ar et
& RO TR5Y 81 Hebcll & AT I~ &1 Tebdll &1 SH 37eH DI AT &b qre Wt A+ Jrarer @n 3e0: Jered
1, AP 2.9 T GERT dTerd, Y 2.10, TR 2.11 T GERT aTer, JehReH 3, Yo 5, HerR 6 T T
R, 3R e[ 7, 8, 9, 3IR 101

7. aRfEE) & 3BT

39 T Y F WIBR B & 3R FgHd 8 1o, @ b1 GRT 3FAd HHT e, I, T JT GRT AT 3Hb HIEAH
3 Uga T Y T, faat it oot ar gfdunat o wrafatesdT T 3TaT 3URNT AT IUTNT R Y 3TerHdT, I
WE Y 3M9b SNEH R 2 3R g b Fdrssres urad, Fe2fF, FéledT 3R TR &1 IR S 3170 2

SN BT GRT 1A 81 P 3ffeban HHT dabs, Jar Tt FfeaT & Arer 3R fbdt WY g Y aret & femm
"SIRT 8" 3R "SR 3UCTe 2" b U H &M bl il 8, 3R APPLE, $Hb 20, 1ftepRl, HHaR!, Hedr,
sfeipd ufdfifa, gole, Bider, YAfdhar, a1 ARRR (AARM 7 3R 8 & WAl F fav amfes v I
“APPLE” & %9 H Ha&Hd) Tag gRT JdT & Jey #, It T, fAfea a1 durfies anet 3k raf &1 @ed o &,
S sfaffed arfeat siR/ar TR & o, Tarye ot Bt 3o 32ea 3 fAg fhew, Tl offa
37Tg, 2, 3R gdg-usr & MfUHERT BT TR-3owie MfAe & aifds 51 ddb WfAa T8l 21

APPLE JdT & 37T9<p 3TN AT 37HS § 2&dalY & faeg TREt T8t dT a1 ufdfAfeie a1 31meara 9af &dr, fb
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a1 & ot YAUTT a1 Brafeesar, a1 3ue gRT fAsIfed a1 e JdTY, ATqeh! ATaeadsarail Bl T H,
gRfera git, 35 Jar BT 31aesT IR AT FeTe e a1 Jfe-ged g, 3 wRifear at et B S fsar
TG, fds AT BT 3UCTT AT STRY e, fds Jar fasaft Wt gt uer AToedR, Qteidse, AT AT gt uaf
Jar3it a7 fosd) 370 APPLE Wisdred a1 Aar3il & A1 Brf it T Iird 2, a7 fos Jar & Aregy 3 duda
T YHTRA BT 7T PIS STHBR! AT ST 1A, TR, &IfdUd, Tl 81T, 39 W DI gHAT T8l a1, 8 el 1opaT
ST, 39 AT gAY T &1 AT fapaft 31=7 R ERTis 7 fefpR A€ 8171 319 WeAd € 3 APPLE Ha-
AT W AT rafe & faT JaT B geT Tehar & AT IR Yo Y A, e ot T Jar @l 3 R
HpdT Bl

g% AfARe 3T WBR R & 3 Jar St uRfEafdar ar ufkder § 3w & fav fad ar sged T8 8
STET JaT gRT AT 395 HTEAH J Y 35 ¢ FTHIR, e, a1 STeRY B fvetar a1 aug faete, ar 398 Ffear
T 31T &b YRUTT ITReY Y, AfrTd dte, a1 TR oM a1 yafaroftar erfd 8 Tasdt €, o femm i
& TS Ffemsi B Teer, argar AfRMA AT TR YUMo, TR &t deld, Sia TemdT a1 3mgy
woTfear omfAe g

APPLE 37 fas&t APPLE 31feipd Ufafafer & gr1 & 118 @I Y Aifares a1 fafed SHeRt a1 el 39 3y
H T BU A TE o Pl TS GRE BT AT A8 d €1 3R a1 B RIS fhg gt €, a1 377 It anaeads
ET, TP AT GUR B G AT BT a8 Beil|

8.  Ifdca &t i

BT GRT AfqaTerd 7 81 Pl HHT e, foseit it e § APPLE @afarivid @ite, I fasit 3mmasfeep, faQi, smmreaer
a1 gRoTeY gifd T St g1, o fEAT T, Y % Jo Y &ifd, SeT AT SIHBRT B WRIE a1 affd, Big
Wt 2T T STHBRT &1 THRUT ¥ | IwhadT, radTiies araT a1 $9 3iga 3iR/a1 JdT1 & 3779 39T a1
IUANT &R BT 3T&IFAT I 3cdT PIS 37 ATfUIoUD &ifd AT BTAT &b Ty Javardt T8l a1, Wel & APPLE T
O erfaat ot THTeET B aR W uRTHef 3T T 81 AT a8 39 Ufd SITRed & 3R 3tRaIIE & [hgid (B,
TORT, &T 3gelT) & STdS[g, 3R Wel €1 APPLE @l QT affdall @bl dTeqT & ar 7 wRwef fear mar g1 fsait
ff gear & it aifdalt (aafaenTa die onfiet B3 dTet 37 HTHY & 3raTdT {3 ST gRT 3aedd &) & fay
APPLE T 3119 fd et aIfded Tam ST ($50.00) ¥ 31f8ies 7€ € qdfadf g aer ff o gt wet
B IR FAaROT 39 3ferd 3829 # fawet &1 STraT 21

9.  ¥ergan 3R nwEar
9.1  fdqeTd 31 39ANT 3R 3RO

39 31y & 3idiid, Apple 3Ueh! 3R F ST YRR & BU H BRI BT &, ST 3TUhT AfdRiiTd ST UTed aT
TR IR T €, A T8 32T 3T AT 3TUhT 3R F U fasar mar &1 I8 3y 9, 319 Apple BT @]
BT P ITIR FaT J&H B 3R 1Y 3@ & A7 g9 eaferiia Ser bl FHIfEd B3 3R 30T B Bl
fA&er & &, Jar & 3TN & " A U MY 31rues fAEer (3aTeRvT & forg, Jar & "rem J &y My ), 3R
31U gRT f&U T Bis WY 317 faferd fAder fo Apple gRT faiferd w9 # ued 31R IR fdsar mar 8, 3R
Apple SfaTd ST T Pad T Telferd (el TR AHET B, ST6 deb fds BT GRT THT AT 31T P 7
1, for Rfd #, Apple HHTHA B3AT Q[R5 R I UBel 37TUeh! VT BILHT 3G ehdT b IR H Ffed BT, ST
P {3 a8 FTH SAfed F Heayuf MRy W W TSR B ufddfeia 7 ot 811 Apple V& Ha-TRRRT &1
AfeTTd ST IUAST IRT TebdT 2, ST T &6 FaH § Apple BT JaTG 33 §1 3777 Apple BT TI-HIRRR F B9
A "Apple" &Y gRuTeT § fAufRa Tft Apple S®SaT &1 3R fd) WY 37 Jg-URIR 6T 30T A & fw
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37faipd e 8; gerd b VI Ta-HIRR AfdeTeHe BU I HH J BH 39 ey H 37 10 Ser JRarm il &l
R B B TelT a1 Bl | Fe-HRIRT bl el https://www.apple.com/legal/enterprise/data-transfer-
agreements/subprocessors_us.pdf # 3ucters 81 IfE BIS He-HIAFR 310 ST JRaf b el PY quf e
# fIhet 81 STTaT 8, a7 Apple @I I GRT 3Ta2de HIHT 7 39 Ha-TReR & i@l & waefH & fay smadk
EIGRERACTCE IR

9.2 3o Hdfta uRRRifaar

a7 (“geT A Fefera vep URITRATS”) F fopedt oY 3mfEiepd uga & UROMHRaRsY eafaritd 82T X BgBTS 81, §er
T T Y ST & IR ¥, 3R Apple P STHGRT fAad! 8, a Apple BT B 37addwdT & 3TAR fodT
ITGRG S < b HRRATT T Jlekd &, 31R ST bY affd Bl PBH B 37K 33 Gefard B & g 3 e
3TqT| Apple & g2 Teifera fosit aRfIT wR 3rfeRgeAT ar ufdfdsar & oY g1 § Tafera fset Y uRfafa
& i # Apple GRT IaRerd 81 T Wipld 7 HHSAT SIY| o1 81 aTeil YRFRRIAaT Y 3rfergemm & Heelt
ST B I 3R ST R I Teifera et gefta ver afdal & gfd o & fag dwam &
IRarI 1 fasat faferse B 3aedasdrai & 31 STHGRT HBf Uga™ a3 & falg Apple SR ST BI
[ d Ugd W el BT

9.3  JR&i BrIvCNferal; U

a1 & U & U H AfRITTd ST &b TR, TATEA 3R TUEUT & SR Apple Sferima ST bl Y& & foig
3TN & A 3UTAT BT IUANT BT 7 3UTT b Udb MTTT &6 B H, Apple fRER 31R 'gifsie §' @faxid ser &r
Tt T Y AT o, THa-mg R AfaiTd 2T $F Iuaeddr &Y gRaffid o & fag; 3R 0 3ur &t
TITGRAAT BT HAfid B9 I T-&H0T, 31Tehetd, 3R HedTd B3 & fdy eradiie wu F 3fad Jarg e
Apple IE FATREd B o fol 3fed aH ISTYT 1o 3TPB HHARY, BIae 3R Ta-TRIR G&i BRIFufedr
BT 3UTE R & 3R Apple I8 gfAfedd B & o It Aferimrd 321 Y Janfad o & fag sifded &, 50
a1 & Fey H AfariTa SeT B MUIdT 3R GREMT &b AT FBH! BT UTe d 8| Yfpres afard 32T Apple
& T3 M &1 TR SUEId fobdT ST HepdT 21 ST WK & BU W B ad gV Apple A+ & araq
gHAfedd a1 #, IS a8 AN &Y, 3! FERIAT B (2) GDPR & 37TCehet 28 AT BIT & 3iTid 31T THEBE
Il (T 37T P SHBRT IUcTe IRIR); 31Tfee P g 1A S 3R 3T e S (12K, Apple &
1SO 27001 3iR 1SO 27018 WHTOTIHT BT U 37T 37ifee Ieeat F foig varfed wHT SITgm) 3R 3muest gfea
P, ST AN BT GRT 37aRTP 8, Al Apple Pl I # 37ueh fasaft Y fAder § GDPR a1 3= Rda dg
37T R T P TR 42T b ST TEIUT WY BT Jooied 81aT €); (b) GDPR & 3NfEhel 32 AT BT &
3iaTid 31 AHepe Al (80 Fare 9.3 H Fuffa gRam ufshansil &t o] &3 31K 1S0 27001 31K 1SO 27018
YHIUM 1Y & Afed); () GDPR & 3Mfedet 33 31K 34 a1 BT & 3idTid 370 AHbel qfdcl (qdaeft
HTEUT AT ST Teotae Bl SeT TS Pl NTTd AT UG B3 N 3ThT TERIdT 93h); (d) GDPR & e
35 3R 36 AT BT & iaTld 310 THbEl @] b 3TATTd T Bl ST Y& THIT BT Hed e BY AT HATET
 Ugel Tdelt UTfaavT BT RTHLf o B 7TaddsdT ald! &; (e) AHRITd ST & aR | 8T IREfUT e a1
S IRE B WITERROT GRT SiTg-garet; 3R (f) GDPR 3T P 3 faifd 37 Trper qfdcdl & 3idid $eT Feotae
& HfUBRI BT ITANT B P TR BT STaTd & &b Tl 39T A, 3fed deies 3R FeATe 3UTl gRT
T B TPId P A N WA §Y, STET b I8 THT &
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9.4 T d® ugd 3R TR, FHIH; MW & B N Jwam

3R BT RT 377a9TP &I, a1 Apple AT B fob IS WY RIS SeT ¢ AT dbarel 39 Q20 W fasar
STTY, STel Uit TREM T &R G &, Ferfeid BT S GDPR & 31ede 46 31R 47 (34T€X0T & g HHH
3eT R 3ufam) # fIT MY 3uger FReM 3UTA UG Y ST AT GDPR & 318 49 BT AUHA HHT 1Y
T & 39T H Apple gRT fearfad fasw 70 smmesf sigay @s ar 377 ST S 3igay QMfAet &
Tbd ©, fST8 31T 3707 QFATIEBR Y 3T & el 2AMHe 8 bl Tgafd < &, 5T {6 Apple
SR https://www.apple.com/legal/enterprise/datatransfer/ W fAsarfea fasar mar &1 Ufaymt vf-
UfAfthes SpIHIHG BITIRLM (APEC) <2li § Apple GRT UGB ST BT 3aRTST SR, S feiTTd
32T & IR & feiq APEC hig-a1eX W8T Wod (CBPR) fawew 31R Ursadt R R Uiy
(PRP) fRRCHS®T UTA FRdT 21 EHR APEC CBPR IT PRP YHTOTHSN 3 o ® WeAY ar 3mgerst famsi &y
fRifa o, eAR gdta-ver faare THTT Terdr & Wuds fasar ST TdbdT &1 Apple & Rer & €T&x 31 i Wt
ST ZRATY T 'R B &, 39 g Apple Iaveril 78l &1 -+ Rt I 59 317aH & FHT 819 W Apple
39 39 faaTd $e1 &l 3fad FraTafd & 3ieX JRferd adids I T & <, oy Jar & "ao & Apple 7
HUEId foar oT, YISl & gem AT 31T BIT GRT 31T 81 &b 3feTlal | HRIT Bl A iy ol et
YRR P dR R Hcll 3gafd BT g dep, T g8 ufdffo ear & 3R 31eara &1 @ fo d¥erm Ea &
S AXE P 3FIA FHT b Tg 3 IR IeT &1 T widfAfore w=ar 2 o a8 3may 3 & oy 0 3rgwd
et Y 3R T 3R W g & gar ¥ Apple BT JI-URR & BY A Siled & AT 59 @8 HI 3MMaead
yrgAfaar oft 7€ € 3R T Apple TR Wt g TRemsi gRT Y MY fa it ara 3 fAT SR g

9.5 g Uef WisaE aAT JA13i BT TaHH

IfE 3179 geftar uer Msae ar Jar3il &Y, S JaT & A1 JATAd 8T &, DB AT BT HIT &1 &, TR &l
YT AT, SBAAIS BT, ST AT T BT IAd 8, al (0 a8 Far 37 stfaRer Jarsil &1 39T e
& oY 3TTa2Teh SAfeRiTId ST TeRI B @bl AT W Hisere AT Yar3il &Y & Febdl &1 37 qa1d Y& Wi
T 131 H A P, Apple BT famTd ST T T HI & Hebd 7, oI 1o Al 3170 319eh 31ftiged 3udeparsif
PI T UgAT UTAT3! & AT I JdT H AT §7 B3 bl 37T < &1 T P e § 39epT T srfaRem
HISeRe AT JATHT BT ITANT B bl ATLUhdl T8l & AR g It b ITHAR 31TUh] HaRATdb W TfdRe
Teae a7 Jar3f & 39T B Ufdafod B Tpar g1 ft vdfera Apple 1D & I1ef 3UaNT & fAQ dia var
Tieere IT AaTY Ve B, UL B, SETATS B, SETel B, 3TerdT FEH A A Ugel, 3T Ig THEH
¥ AT gt gar Wesde 3R Jarat Y odf, Ny qem wfskarsi B giem st @nfey b I 3mus 3ifeied
3TANTHAN F P AT ST YhHAd 3R Abd! ©, 39 Sl BT 3UANT &3 {BAT ST bl 7, B 39 ITS AT
TmfEd fosar 51 Fee &, 3R A Ay Er , W wissarg smuds gRT wTe Y € fae o wewfa & Tma & an
&l

9.6 39

Apple 31T9% IR § RN ST BT 39 THT Udbe HY TR AHBdT & 3R Apple U1 AT @ fds Apple & Aoy
3R ordf &l AN & AT Apple & TATAAT AT I3 BT JReM F T Hebed Iugad BT F MaTH 8
9P 3rcTaT, YA, faerar at fesht & fafa #, Apple 31Mdds gRT Y&l &1 118 bt a1 It A feriiTa SR
BT AAfOd JAT T&T PI IAFIART B HdT &l Tg IRABRT Tt Wt wraft (mer & gefta-var o) & ser
B Bl BRI TR AT TE! 21T &1 39 JdT 3 HIT & BU § AT Bl TRIGRY AT S3AAIS | Ugel, e
ordlf, e, 3R Tt AT B BRI BT FHte & @t a1feql Apple BT @faiTa seT & fag gata-uer
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3T UBR Y TeATd Bl T BU A 39 IT & BT gRT [HiSg 7 fhaT S STeT & 319 7ot B J R €
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exigée que le présent contrat et tous les documents connexes soient rédigées en anglais.
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PLEASE READ THE FOLLOWING APPLE BUSINESS MANAGER TERMS AND CONDITIONS
CAREFULLY BEFORE USING THE SERVICE. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN INSTITUTION AND APPLE. BY CLICKING
ON THE “AGREE” BUTTON, INSTITUTION, THROUGH ITS AUTHORIZED
REPRESENTATIVE, IS AGREEING TO BE BOUND BY AND IS BECOMING A PARTY TO THIS
AGREEMENT. IF INSTITUTION DOES NOT OR CANNOT AGREE TO THIS AGREEMENT,
THEN CLICK THE “CANCEL” BUTTON. IF INSTITUTION DOES NOT AGREE TO THIS
AGREEMENT, THEN INSTITUTION IS NOT PERMITTED TO PARTICIPATE.

Apple Business Manager Agreement

Purpose

This Agreement permits You to participate in Apple Business Manager, which allows You to
automate enroliment of Apple-branded devices for Mobile Device Management (MDM) within Your
Institution, to purchase and manage content for such devices, to create Managed Apple IDs for
Your users, and to access facilitation tools for related services.

Note: You will need to have an MDM solution (e.g., from a third-party developer) enabled within
Your Institution so that you can utilize the features of this Service. An MDM solution enables You
to configure, deploy, and manage Apple-branded devices. For more information, see
https://www.apple.com/business/resources/.

1. Definitions
Whenever capitalized in this Agreement:

“Administrators” means employees or Contract Employees (or Service Providers) of Institution
who have been added to the Service for purposes of account management, e.g., administering
servers, uploading MDM provisioning settings, adding devices to Your account, purchasing
content, and performing other related services.

“Agreement” means this Apple Business Manager Agreement.

“Apple” means the following, unless otherwise specified herein: (a) Apple Inc., located at One
Apple Park Way, Cupertino, California 95014, U.S.A., for Institutions in North, Central, and South
America (excluding Canada), as well as United States territories and possessions; and French and
British possessions in North America, South America, and the Caribbean; (b) Apple Canada Inc.,
located at 120 Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada, for Institutions in Canada
or its territories and possessions; (c) iTunes K.K., located at Roppongi Hills, 6-10-1 Roppongi,
Minato-ku, Tokyo 106-6140, Japan, for Institutions in Japan; (d) Apple Pty Limited, located at 20
Martin Place, Sydney NSW 2000, Australia, for Institutions in Australia and New Zealand, including
island possessions, territories, and affiliated jurisdictions; and (e) Apple Distribution International
Ltd., located at Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland, for Institutions in all
other countries or territories not specified above in which the Service is offered.

“Apple Services” means the App Store, Apple Books, Apple Online Store, AppleCare, iCloud, and
other Apple services as available to Your Authorized Users under this Agreement.

“Apple Software” means the iOS, iPadOS, macOS, tvOS, and watchOS operating system
software, or any successor versions thereof.

“Authorized Devices” means Apple-branded devices that are owned or controlled by You, have
been designated for use by Authorized Users or Permitted Users only, and that are eligible for use

Apple Business Manager Agreement Page 1



in the Service. For the avoidance of doubt, devices that are personally-owned by an individual
(e.g., “BYOD” devices) are not permitted to be enrolled in supervised device management (e.g.,
configured with Device Enroliment Settings) as part of the Service, unless otherwise agreed by
Apple in writing, and not all devices are eligible to be added to the Service.

“Authorized Users” means employees and Contract Employees (or Service Providers) of Your
Institution, and if You are a hospital, the term “Authorized Users” also includes credentialed
physicians, referring physicians and clinicians). For clarity, You may request, and Apple may
approve, in its sole discretion, other similar users to be included as “Authorized Users”; however,
no other parties shall be included in this definition without Apple’s prior written consent.

“Content” means any material or information that may be licensed or acquired as part of the
Service pursuant to Apple’s Volume Content Terms (e.g., Apps from the App Store).

“Contract Employees” means individuals who perform work or provide services on behalf of an
entity on a non-piece-rate basis and who have internal use access to the entity’s private information
technology systems (e.g., VPN) and/or secured physical premises (e.g., badge access to corporate
facilities).

“Device Enrollment Settings” means settings for an Apple-branded device that can be configured
and managed as part of the Service, including but not limited to the initial enroliment flow for a
device, and settings to supervise a device, make configuration mandatory, or lock an MDM profile.

“Documentation” means the technical or other specifications or documentation that Apple may
provide to You for use in connection with the Service.

“End User License Agreement” or “EULA” means the software license agreement terms and
conditions for the Apple Software.

“Managed Apple ID(s)” means a user account (including but not limited to storage, calendar,
notes, and contacts) that You create and deploy through the use of the Service.

“MDM Server(s)” means computers owned or controlled by You (or a Service Provider acting on
Your behalf) that have been designated to communicate with the Service.

“Permitted Entity(ies)” means: (a) if You are a vehicle manufacturer, Your authorized vehicle
dealerships and certified service partners; (b) if You are a hotel holding company, hotel properties
operating under Your name, trademark or brand (or a name, trademark or brand it owns or
controls); or (c) if You deploy an app on Authorized Devices in Restricted App Mode (e.g., a point-
of-sale provider who deploys its app-based payment system on iPads), Your customers who are
using such app in Restricted App Mode on the Authorized Device. Further, any such app must be
developed and distributed in accordance with the terms of the Apple Developer Program License
Agreement (e.g., distribution of a Custom App). For clarity, You may request, and Apple may
approve, other entities similar to those identified in subsections (a) and (b) above; however, no
other entity shall be included in this definition without Apple’s prior written consent.

“Permitted Users” means employees and Contract Employees of Your Permitted Entity.

“Personal Data” means data that can be reasonably used to identify an individual that is under
the control of the Institution under this Agreement.

“Restricted App Mode” means when an Apple-branded device is supervised and configured
through the Service such that (a) the device automatically launches and is locked into a single
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application upon activation and no other operating system functionality can be accessed; or (b) the
device cannot be personalized by an end-user (e.g. the device settings prohibit the Mail app from
configuration with personal credentials, Content cannot be acquired from the App Store with a
personal Apple ID, etc.).

“Service” means the Apple Business Manager service (and any components, functionality or
features thereof) for automated mobile device management enrollment, acquisition and
management of Content, the creation, use, and management of Managed Apple IDs, iCloud
storage connected to a Managed Apple ID, the use of Administrator accounts, and other related
services as contemplated in this Agreement, including the web portal and any services or tools
provided hereunder.

“Service Provider” means a third-party who provides a service on Your behalf in accordance with
the terms of this Agreement.

“Server Token” means the combination of Your public key, Apple ID and a token provided by
Apple that permits Your MDM Server(s) to be registered with the Service.

“Sub-processor” means a third party that performs certain tasks on Apple’s behalf, such as
processing or storing data and providing customer service, in connection with Apple’s provision of
the Service.

“You,” “Your,” and “Institution” means the institution entering into this Agreement. For the
avoidance of doubt, the Institution is responsible for compliance with this Agreement by its
employees, Contract Employees, and Service Providers who are authorized to exercise rights
under this Agreement on its behalf.

Note: If you are a third-party service provider, you need to have the Institution with whom you are
working enter into this Agreement and add you as an Administrator since the entity that owns the
Authorized Devices and plans to distribute such Devices to its Authorized Users must enroll in the
Service.

2. Service Requirements

2.1 Use of the Service

As a condition to using the Service, Institution acknowledges and agrees that:

(a) Institution is permitted to use the Service only for the purposes and in the manner expressly
permitted by this Agreement and in accordance with all applicable laws and regulations, and the
Documentation;

(b) Institution is not permitted to use the Service (or any part thereof) for any unlawful, improper,
inappropriate, or illegal activity;

(c) Institution is permitted to use the Service to manage Authorized Devices for use only by
Authorized Users and Permitted Users and not for general deployment to third parties (except as
otherwise expressly permitted herein), and Institution will be responsible for all use of the
Authorized Devices by such users, including but not limited to obtaining consents and providing
appropriate information to users about the managed features of such devices;

(d) Institution will be responsible for all use of the Service by its Permitted Entities (and any
Permitted Users of the Permitted Entity), and any actions undertaken by its Permitted Entity shall
be deemed to have been taken by Institution, and Institution (in addition to its Permitted Entity)
shall be responsible to Apple for all such actions.

(e) Institution will obtain all necessary rights and consents from its Authorized Users and Permitted
Users to deploy its Authorized Devices as permitted hereunder;

(f) Institution will have the rights to purchase and manage Content as may be permitted through
the Service and will comply with all applicable terms for the use of Content;
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(9) Institution will obtain all necessary rights and consents from its Authorized Users where
necessary to create Managed Apple IDs and to allow Apple to provide the Service for Managed
Apple IDs (including using and maintaining Personal Data);

(h) Institution may add Administrators to the Service, but only if such individuals are employees or
Contract Employees of Institution or are Service Providers acting on Institution’s behalf, and
Institution may add such parties only for account management purposes; and

(i) Institution is permitted to use the Service only for its own (and its Permitted Entity’s) internal
business operations and information technology purposes and is not permitted to provide a device
or service to third parties (other than to a Permitted Entity that is covered under subsection (c) of
the “Permitted Entity” definition) that integrates with or leverages services or information provided
by the Service or uses the Service in any way, or as otherwise agreed by Apple in writing.

2.2 No Other Permitted Uses

Institution agrees not to exploit the Service in any unauthorized way whatsoever, including, but not
limited to, by trespass, burdening network capacity, or uploading malicious code. Any attempt to
do so is a violation of the rights of Apple and its licensors. Institution may not license, sell, share,
rent, lease, assign, distribute, host, permit timesharing or service bureau use, or otherwise make
the Service (or any components thereof) available to any third-party, except as expressly permitted
in this Agreement. Institution agrees that it will not use the Service to stalk, harass, mislead, abuse,
threaten or harm or pretend to be anyone other than the entity that has enrolled, and Apple reserves
the right to reject or block any accounts that could be deemed to be an impersonation or
misrepresentation of another entity or person’s name or identity. Institution will not interfere with
the Service, or with any security, digital signing, digital rights management, verification or
authentication mechanisms implemented in or by the Service or by the Apple Software or any other
related Apple software or technology, or enable others to do so. If Institution is a covered entity,
business associate, representative of a covered entity or business associate (as those terms are
defined at 45 C.F.R § 160.103), or otherwise a health care provider or entity, Institution agrees that
it will not use any component, function or other facility of the Service to create, receive, maintain or
transmit any “protected health information” (as such term is defined at 45 C.F.R § 160.103) or
equivalent health data under applicable law, or use the Service in any manner that would make
Apple a business associate of Institution or any third-party or otherwise directly subject Apple to
applicable health privacy laws. All rights not expressly granted in this Agreement are reserved and
no other licenses, immunity or rights, express or implied are granted by Apple, by implication,
estoppel, or otherwise.

2.3 Server Token Usage

Institution agrees to use the Server Token only for purposes of enrolling Institution’s MDM Server
into the Service and uploading Device Enroliment Settings that will be sent to Authorized Devices
when they are initially activated by Authorized Users and Permitted Users. Institution agrees not
to provide or transfer its Server Token to any other entity or share it with any other entity, excluding
its Service Provider. Institution agrees to take appropriate measures to safeguard the security and
privacy of such Server Token and to revoke it if it has been compromised or Institution has reason
to believe it has been compromised. Apple reserves the right to revoke or disable Server Tokens
at any time in its sole discretion. Further, Institution understands and agrees that regenerating the
Server Token will affect Institution’s ability to use the Service until a new Server Token has been
added to the MDM Server.

2.4 EULAs Term and Conditions

As part of the Service, Institution may elect to have its Authorized Users and Permitted Users
accept the terms and conditions for the Apple Software outside of the normal initial activation
process on a device. Institution may use this feature of the Service as long as Institution agrees to
the following requirements:

(a) Institution’s authorized representative must accept the EULAs for the Apple Software on the
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Service web portal prior to deploying Authorized Devices running such Apple Software to
Authorized Users and Permitted Users;

(b) If the EULASs for the Apple Software have changed, Institution agrees to have its authorized
representative return to the Service web portal and accept such EULAs promptly upon notice from
Apple in order to continue using the Service. Institution acknowledges that it will not be able to use
the Service, including associating additional Authorized Devices with its MDM Server, until such
EULAs have been accepted;

(c) Institution is responsible for ensuring that such EULAs are provided to Authorized Users and
Permitted Users, and that each Authorized User and Permitted User is aware of and complies with
the terms and conditions of the EULAs for the Apple Software; and

(d) Institution agrees to be responsible for obtaining any required consents for Authorized Users’
and Permitted Users’ use of the Apple Software.

2.5 Device Transfer

Institution will not resell any Authorized Devices with Device Enrollment Settings enabled and
agrees to remove such Devices from the Service prior to reselling them or transferring them to third
parties in any way.

2.6 Purchasing Content

Acquisition of Content is automatically disabled in the Service, and Your use is subject to the
restrictions of this Agreement and the terms governing the use of Apps and Books in the Service
(“Wolume Content Terms”). You may choose to enable Your Administrators to access Content
through the Service by granting them purchasing authority and allowing them to access Content.
Subject to the Volume Content Terms and the restrictions of this Agreement, the Service enables
You to allocate Content to Authorized Devices using device assignment or to Authorized Users or
Permitted Users using user assignment and Apple IDs. You may assign (or revoke and re-assign)
apps to Authorized Users and Authorized Devices in any country where such app is commercially
available on the App Store or otherwise, subject to change at any time. With respect to books, You
understand and agree that once You have assigned a book to an Authorized User or a Permitted
User, such book is non-transferable, and You will not be able to revoke or re-assign the book. You
are solely responsible for all such purchases and compliance with the applicable terms. You agree
that You have the authority to and will accept such applicable terms on behalf of Your Authorized
Users and Permitted Users if You (or Your Administrators) purchase or access Content as part of
the Service. You understand and agree that Content may not be available in all countries or
regions. You agree not to export Content for use outside of the country in which You are domiciled
nor represent that You have the right or ability to do so. You agree not to circumvent the laws of
any country or restrictions set forth by providers of the Content.

2.7 Administrator Accounts

You may create Administrator accounts for Your Administrators to use in administering the Service,
subject to limits Apple may impose on the number of Administrator accounts. These Administrator
accounts will be a combination of a unique user name and password, which will be owned by You.
When You create Administrator accounts, all features and functionality of the Service that You
select to be available will be enabled for such accounts, and You are responsible for appropriately
enabling these Administrator accounts and for all activity in connection with these accounts (e.g.,
permitting Content purchases). You acknowledge and agree that these Administrator accounts
may be used only to access and manage the Service for account management purposes. If You
delete any Administrator accounts, then neither You nor the Administrator will have access to such
Administrator accounts, and You acknowledge and agree that this action may not be reversible.

2.8 Managed Apple IDs

You may create Managed Apple IDs for Your Authorized Users to access and use as part of the
Service in accordance with this Agreement and the Documentation. You are responsible for
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deciding which features and functionality of the Service to enable for Your Authorized Users and
for the creation, use, and management of Managed Apple IDs.

To create a Managed Apple ID for use by an Authorized User the following information, which may
include Personal Data, is needed: name, proposed role, password, email address (for contact
purposes), and phone number. In order to protect the security of Authorized Users’ accounts and
preserve Your ability to easily reset Your Authorized Users’ passwords online, You should keep
this information confidential. You agree to deploy Managed Apple IDs only for Your own internal
business or information technology purposes and only to Your Authorized Users. You agree not to
share, sell, resell, rent, lease, lend, or otherwise provide access to Managed Apple IDs to anyone
other than Your Authorized Users. You may disable, suspend, or delete Managed Apple IDs (e.g.,
if an Authorized User leaves the Institution) in the Service. Apple reserves the right to limit the
number of Managed Apple IDs that may be created for Your Authorized Users and the number of
Authorized Devices associated with an account.

If You make available other Apple Services for Your Administrators, managers or staff to sign into,
You agree to allow the Apple Services to store data in the accounts associated with those
Authorized User’'s Managed Apple IDs, and for Apple to collect, store and process such data In
association with Your and/or Your Authorized User’s use of the Apple Service. You are responsible
for ensuring that You and Your Authorized Users are in compliance with all applicable laws for each
Managed Apple ID based on the Apple Service You allow Your Authorized Users to access. If Your
Administrators, managers or staff access certain Apple Services, Apple may communicate with
Your Authorized Users about their use of the Apple Service.

29 Permitted Entities and Permitted Users

Subject to the terms of this Agreement, Permitted Entities and Permitted Users may access the
Service under Your account, excluding the use and deployment of Managed Apple IDs (unless
otherwise separately approved in advance and in writing by Apple). You shall be responsible for
compliance with the terms of this Agreement by the Permitted Entities and Permitted Users and
shall be directly liable to Apple for any breach of this Agreement by Your Permitted Entities and
Permitted Users. If You (or Service Provider acting on Your behalf) add Apple-branded devices to
the Service that are owned by a Permitted Entity, You represent and warrant to Apple that the
Permitted Entity has authorized You to add such devices, that You have control of such devices,
and that You have the authority to accept EULAs on behalf of the Permitted Entity (and its Permitted
Users, if applicable). Apple reserves the right to: set limitations on the Service features or
functionality that Institution may allow its Permitted Entity (or Permitted Users) to access or use,
and to require You to remove any Permitted Entities or Permitted Users from Your account at any
time, in its sole discretion.

2.10 Updates; No Support or Maintenance

Apple may extend, enhance, suspend, discontinue, or otherwise modify the Service (or any part
thereof) provided hereunder at any time without notice, and Apple will not be liable to You or to any
third-party should it exercise such rights. Apple will not be obligated to provide Institution with any
updates to the Service. If Apple makes updates available, the terms of this Agreement will govern
such updates, unless the update is accompanied by a separate agreement in which case the terms
of that agreement will govern. Should an update be made available, it may have features, services
or functionality that are different from those found in the Service. Apple is not obligated to provide
any maintenance, technical or other support for the Service.

2.11  Third-Party Service Providers

You are permitted to use a Service Provider only if the Service Provider’s access to and use of the
Service is done on Your behalf and in accordance with these terms, and is subject to a binding
written agreement between You and the Service Provider with terms at least as restrictive and
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protective of Apple as those set forth herein. Any actions undertaken by any such Service Provider
in relation to the Service and/or arising out of this Agreement shall be deemed to have been taken
by You, and You (in addition to the Service Provider) shall be responsible to Apple for all such
actions (or any inactions). In the event that any actions or inactions by the Service Provider could
constitute a violation of this Agreement or otherwise cause any harm, Apple reserves the right to
require You to cease using such Service Provider.

3. Institution’s Obligations

Institution represents and warrants that:

(a) Institution’s authorized representative has the right and authority to enter into this Agreement
on its behalf and to legally bind Institution to the terms and obligations of this Agreement;

(b) All information provided by Institution to Apple (or to its Authorized Users or Permitted Users)
in connection with this Agreement or use of the Service (including the Apple Software) will be
current, true, accurate, supportable and complete; and, with regard to information Institution
provides to Apple, Institution will promptly notify Apple of any changes to such information;

(c) Institution will monitor and be responsible for its authorized representatives’, Administrators’,
Service Providers’, Authorized Users’, Permitted Users’, and Permitted Entities’ use of the Service
and their compliance with the terms of this Agreement;

(d) Institution will be solely responsible for all costs, expenses, losses and liabilities incurred, and
activities undertaken by Institution, its authorized representatives, Administrators, Service
Providers, Authorized Users, Permitted Users, Permitted Entities, and Authorized Devices, in
connection with the Service;

(e) Institution is solely liable and responsible for ensuring compliance with all privacy and data
protection laws (e.g., Regulation (EU) 2016/679 of the European Parliament and of the Council of
27 April 2016 on the protection of natural persons with regard to the processing of Personal Data
and on the free movement of such data, and repealing directive 95/46/EC (“GDPR”)) regarding the
use of the Service and use or collection of data, including Personal Data, and information through
the Service;

() Institution is responsible for its activity related to Personal Data (e.g., safeguarding, monitoring,
and limiting access to Personal Data, preventing and addressing inappropriate activity, etc.); and
(9) Institution will comply with the terms of and fulfill Institution’s obligations under this Agreement.

4, Changes to Service Requirements or Terms

Apple may change the Service or the terms of this Agreement at any time. In order to continue
using the Service, Institution, through its authorized representative, must accept and agree to the
new requirements or terms of this Agreement. If You do not agree to the new requirements or
terms, Your use of the Service, or any part thereof, may be suspended or terminated by Apple.
You agree that Your acceptance of such new Agreement terms may be signified electronically,
including without limitation, by checking a box or clicking on an “agree” or similar button.

5. Indemnification

To the extent permitted by applicable law, You agree to indemnify and hold harmless, and upon
Apple’s request, defend, Apple, its directors, officers, employees, affiliates, independent
contractors and authorized representatives (each an “Apple Indemnified Party”) from any and all
claims, losses, liabilities, damages, expenses and costs, including without limitation attorneys’ fees
and court costs, (collectively, “Losses”) incurred by an Apple Indemnified Party and arising from or
related to any of the following: (a) Your breach of any certification, covenant, obligation,
representation or warranty made in this Agreement; (b) Your use (including but not limited to Your
Service Provider’s, Administrators’, Authorized Users’, Permitted Users’, and/or Permitted Entity’s
use) of the Service; (¢) any claims, including but not limited to any end user claims, about Your
use, deployment or management of Authorized Devices, Device Enroliment Settings, and/or MDM
Servers; (d) any claims, including but not limited to any end user claims, about the provision,
management, and/or use of Authorized Devices, Administrator accounts, Managed Apple IDs, or
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Content, and/or any other use of the Service; and/or (e) any claims regarding Your use or
management of Personal Data. In no event may You enter into any settlement or like agreement
with a third-party that affects Apple’s rights or binds Apple or any Apple Indemnified Party in any
way, without the prior written consent of Apple.

6. Term and Termination

The term of this Agreement shall commence on the date You first accept this Agreement in the
Service and extend for an initial period of one (1) year following the initial activation date of Your
Service account by Apple. Thereafter, subject to Your compliance with the terms of this Agreement,
the term of this Agreement will automatically renew for successive one (1) year terms, unless
sooner terminated in accordance with this Agreement. Either party may terminate this Agreement
for its convenience, for any reason or no reason, effective 30 days after providing the other party
with written notice of its intent to terminate.

If You fail, or Apple suspects that You have failed, to comply with any of the provisions of this
Agreement, Apple, at its sole discretion, without notice to You may: (a) terminate this Agreement
and/or Your account; and/or (b) suspend or preclude access to the Service (or any part thereof).
Apple reserves the right to modify, suspend, or discontinue the Service (or any part or content
thereof) at any time without notice to You, and Apple will not be liable to You or to any third-party
should it exercise such rights. Apple may also terminate this Agreement, or suspend Your rights
to use the Services, if You fail to accept any new Agreement terms as described in Section 4. You
acknowledge and agree that You may not be able to access the Service upon expiration or
termination of this Agreement and that Apple reserves the right to suspend access to or delete data
or information that You, Your Administrators, Authorized Users, Permitted Entities, or Permitted
Users have stored through Your use of the Service. You should review the Documentation prior to
using any part of the Service and make appropriate back-ups of Your data and information. Apple
will not be liable or responsible to You or to any third party should it exercise such rights or for any
damages that may result or arise out of any such termination or suspension. The following
provisions shall survive the termination of this Agreement: Section 1, the second sentence of
Section 2.9, Section 2.10, the second sentence of Section 2.11, Section 3, Section 5, the second
paragraph of Section 6, and Sections 7, 8, 9, and 10.

7. DISCLAIMER OF WARRANTIES

YOU EXPRESSLY ACKNOWLEDGE AND AGREE THAT, TO THE EXTENT PERMITTED BY
APPLICABLE LAW, YOUR USE OF, OR INABILITY TO USE, THE SERVICE, OR ANY TOOLS
OR FEATURES OR FUNCTIONALITY ACCESSED BY OR THROUGH THE SERVICE, IS AT
YOUR SOLE RISK AND THAT THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT IS WITH YOU.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE SERVICE IS PROVIDED
“AS IS” AND “AS AVAILABLE” WITH ALL FAULTS AND WITHOUT WARRANTY OF ANY KIND,
AND APPLE, ITS DIRECTORS, OFFICERS, EMPLOYEES, AFFILIATES, AUTHORIZED
REPRESENTATIVES, AGENTS, CONTRACTORS, RESELLERS, OR LICENSORS
(COLLECTIVELY REFERRED TO AS “APPLE” FOR THE PURPOSES OF SECTIONS 7 AND 8)
HEREBY DISCLAIM ALL WARRANTIES AND CONDITIONS WITH RESPECT TO THE SERVICE,
EXPRESS, IMPLIED OR STATUTORY, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES AND/OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY, QUIET ENJOYMENT, TITLE, AND
NON-INFRINGEMENT OF THIRD-PARTY RIGHTS.

APPLE DOES NOT GUARANTEE, REPRESENT OR WARRANT AGAINST INTERFERENCE

WITH YOUR USE OR ENJOYMENT OF THE SERVICE, THAT THE FEATURES OR
FUNCTIONALITY CONTAINED IN, OR SERVICES PERFORMED OR PROVIDED BY, THE
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SERVICE WILL MEET YOUR REQUIREMENTS, WILL BE SECURE, THAT YOUR USE OF OR
THAT THE OPERATION OF THE SERVICE WILL BE UNINTERRUPTED OR ERROR-FREE,
THAT DEFECTS OR ERRORS WILL BE CORRECTED, THAT THE SERVICE WILL CONTINUE
TO BE MADE AVAILABLE, THAT THE SERVICE WILL BE COMPATIBLE OR WORK WITH ANY
THIRD PARTY SOFTWARE, APPLICATIONS, CONTENT, OR THIRD PARTY SERVICES OR
ANY OTHER APPLE PRODUCTS OR SERVICES, OR THAT ANY DATA OR INFORMATION
STORED OR TRANSMITTED THROUGH THE SERVICE WILL NOT BE LOST, CORRUPTED,
DAMAGED, ATTACKED, HACKED, INTERFERED WITH OR SUBJECT TO ANY OTHER
SECURITY INTRUSION. YOU AGREE THAT FROM TIME TO TIME APPLE MAY REMOVE THE
SERVICE FOR INDEFINITE PERIODS OF TIME OR MODIFY, SUSPEND, DISCONTINUE, OR
CANCEL THE SERVICE AT ANY TIME, WITHOUT NOTICE TO YOU.

YOU FURTHER ACKNOWLEDGE THAT THE SERVICE IS NOT INTENDED OR SUITABLE FOR
USE IN SITUATIONS OR ENVIRONMENTS WHERE THE FAILURE OR TIME DELAYS OF, OR
ERRORS OR INACCURACIES IN THE CONTENT, DATA OR INFORMATION PROVIDED BY OR
THROUGH THE SERVICE COULD LEAD TO DEATH, PERSONAL INJURY, OR SEVERE
PHYSICAL OR ENVIRONMENTAL DAMAGE, INCLUDING WITHOUT LIMITATION THE
OPERATION OF NUCLEAR FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION
SYSTEMS, AIR TRAFFIC CONTROL, LIFE SUPPORT, OR WEAPONS SYSTEMS.

NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY APPLE OR AN APPLE
AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY NOT EXPRESSLY STATED
IN THIS AGREEMENT. SHOULD THE SERVICE PROVE DEFECTIVE, YOU ASSUME THE
ENTIRE COST OF ALL NECESSARY SERVICING, REPAIR, OR CORRECTION.

8. LIMITATION OF LIABILITY

TO THE EXTENT NOT PROHIBITED BY APPLICABLE LAW, IN NO EVENT SHALL APPLE BE
LIABLE FOR PERSONAL INJURY, OR ANY INCIDENTAL, SPECIAL, INDIRECT OR
CONSEQUENTIAL DAMAGES WHATSOEVER, INCLUDING WITHOUT LIMITATION,
DAMAGES FOR LOSS OF PROFITS, CORRUPTION OR LOSS OF DATA OR INFORMATION,
FAILURE TO TRANSMIT OR RECEIVE ANY DATA OR INFORMATION, BUSINESS
INTERRUPTION OR ANY OTHER COMMERCIAL DAMAGES OR LOSSES ARISING OUT OF
THIS AGREEMENT AND/OR YOUR USE OR INABILITY TO USE THE SERVICE, EVEN IF
APPLE HAS BEEN ADVISED OR IS AWARE OF THE POSSIBILITY OF SUCH DAMAGES AND
REGARDLESS OF THE THEORY OF LIABILITY (CONTRACT, TORT, OR OTHERWISE), AND
EVEN IF APPLE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO
EVENT SHALL APPLE’S TOTAL LIABILITY TO YOU FOR ALL DAMAGES (OTHER THAN AS
MAY BE REQUIRED BY APPLICABLE LAW IN CASES INVOLVING PERSONAL INJURY)
EXCEED THE AMOUNT OF FIFTY DOLLARS ($50.00). THE FOREGOING LIMITATIONS WILL
APPLY EVEN IF THE ABOVE STATED REMEDY FAILS OF ITS ESSENTIAL PURPOSE.

9. Data Privacy and Security

9.1 Personal Data Usage and Disclosure

Under this Agreement, Apple, acting as a data processor on Your behalf, may receive or have
access to Personal Data, if provided by You or on Your behalf. By entering into this Agreement,
You instruct Apple to process and use this Personal Data to provide and maintain the Service in
accordance with applicable law, Your instructions given through the use of the Service (e.g.,
instructions given through the Service), and any other written instructions given by You that are
accepted and acknowledged in writing by Apple, and Apple shall only process the Personal Data
on such documented instructions, unless required to do so by law, in such case, Apple shall inform
You of that legal requirement before processing, unless that law prohibits such information on
important grounds of public interest. Apple may provide Personal Data to Sub-processors who
provide services to Apple in connection with the Service. You authorize Apple to use all the Apple
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entities set forth in the definition of “Apple” as Sub-processors and to use any other Sub-
processors; provided such Sub-processors are contractually bound by data protection obligations
at least as protective as those in this Agreement. The list of Sub-processors is available at
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf. If a Sub-
processor fails to fulfil its data protection obligations, Apple shall remain liable to You for the
performance of that Sub-processor’s obligations to the extent required by applicable law.

9.2 Data Incidents

If Apple becomes aware that Personal Data has been altered, deleted, or lost as a result of any
unauthorized access to the Service (a “Data Incident”), Apple will notify Institution without undue
delay if required by law, and Apple will take reasonable steps to minimize harm and secure the
data. Notification of, or response to, a Data Incident by Apple will not be construed as an
acknowledgment by Apple of any responsibility or liability with respect to a Data Incident. Institution
is responsible for complying with applicable incident notification laws and fulfilling any third-party
obligations related to Data Incident(s). Apple will not access the contents of Personal Data in order
to identify information subject to any specific legal requirements.

9.3 Security Procedures; Compliance

Apple shall use industry-standard measures to safeguard Personal Data during the transfer,
processing, and storage of Personal Data as part of the Service. As part of these measures, Apple
will use commercially reasonable efforts to encrypt Personal Data at rest and in transit; ensure the
ongoing confidentiality, integrity, availability and resilience of the Service; in the event of an issue,
restore the availability of Personal Data in a timely manner; and regularly test, assess, and evaluate
the effectiveness of such measures. Apple will take appropriate steps to ensure compliance with
security procedures by its employees, contractors and Sub-processors, and Apple shall ensure that
any persons authorized to process such Personal Data comply with applicable laws regarding the
confidentiality and security of Personal Data with regards to the Service. Encrypted Personal Data
may be stored at Apple’s geographic discretion. To the extent Apple is acting as a data processor,
Apple will assist You with ensuring Your compliance, if applicable, with the following: (a) Article 28
of the GDPR or other equivalent obligations under law (by making available all necessary
information; by allowing for and contributing to audits (provided, that Apple’s ISO 27001 and ISO
27018 certifications shall be considered sufficient for such required audit purposes) and by
informing You, as required by applicable law, if, in Apple’s opinion, any of Your instructions infringes
the GDPR or other European Union or European Union Member State data protection provisions);
(b) Article 32 of the GDPR or other equivalent obligations under law (including implementing the
security procedures set forth in this Section 9.3 and by maintaining the ISO 27001 and ISO 27018
Certifications); (c) Articles 33 and 34 of the GDPR or other equivalent obligations under law (by
assisting You with providing required notice of a Data Incident to a supervisory authority or data
subjects); (d) Articles 35 and 36 of the GDPR or other equivalent obligations under law requiring
Institution to conduct data protection impact assessments or to consult with a supervisory authority
prior to processing; (e) an investigation by a data protection regulator or similar authority regarding
Personal Data; and (f) Your obligation to respond to request for exercising data subject’s rights
under the GDPR or other equivalent obligations under law, taking into account the nature of the
processing by appropriate technical and organizational measures, insofar as this is possible.

9.4 Data Access and Transfer; Termination; Institution as Processor

If required by law, Apple will ensure that any international data transfer is done only to a country
that ensures an adequate level of protection, has provided appropriate safeguards as set forth in
applicable law, such as those in Articles 46 and 47 of the GDPR (e.g., standard data protection
clauses), or is subject to a derogation in Article 49 of the GDPR. Such safeguards may include the
Model Contract Clauses as executed by Apple, or other data transfer agreements, which You agree
to enter into if required by Your jurisdiction, as executed by Apple at
https://www.apple.com/legal/enterprise/datatransfer/. Apple’s international transfer of Personal

Apple Business Manager Agreement Page 10



Data collected in participating Asia-Pacific Economic Cooperation (APEC) countries abides by the
APEC Cross-Border Privacy Rules (CBPR) System and Privacy Recognition for Processors (PRP)
System for the transfer of Personal Data. In case of questions or unresolved concerns about our
APEC CBPR or PRP certifications, our third-party dispute resolution provider can be contacted.
Apple is not responsible for data You store or transfer outside of Apple’s system. Upon termination
of this Agreement for any reason, Apple shall securely destroy Personal Data stored by Apple in
connection with Your use of the Service within a reasonable period of time, except to prevent fraud
or as otherwise required by law. To the extent that Institution enters into this Agreement as a data
processor for a Permitted Entity, Institution represents and warrants that Institution is entering into
this Agreement on behalf of itself, and, to the limited extent set forth herein, such Permitted Entity.
Institution represents that it has the applicable consents from such Permitted Entity to enter into
this Agreement and to engage Apple as a sub-processor on such entity’s behalf, and is responsible
to Apple for any claims from such Permitted Entities with respect thereto.

9.5 Access to Third Party Products and Services

If You choose to access, use, download, install, or enable third party products or services that
operate with the Service but are not a part of the Service, then the Service may allow such products
or services to access Personal Data as required for the use of those additional services. Certain of
those third party products or services may also provide access to Personal Data to Apple, such as
if You allow Your Authorized Users to sign into the Service through federated identity providers.
You are not required to use such additional products or services in relation to the Service, and Your
Administrator may restrict the use of such additional products or services in accordance with this
Agreement. Prior to accessing, using, downloading, installing, or enabling third party products or
services for use with a Managed Apple ID, You should review the terms, policies and practices of
the third party products and services to understand what data they may collect from Your
Authorized Users, how the data may be used, shared and stored, and, if applicable, whether such
practices are consistent with any consents You have obtained.

9.6 Other

Apple may disclose Personal Data about You if Apple determines that disclosure is reasonably
necessary to enforce Apple’s terms and conditions or protect Apple’s operations or users.
Additionally, in the event of a reorganization, merger, or sale, Apple may transfer any and all
Personal Data You provide to the relevant party. THIS DISCLOSURE DOES NOT APPLY TO THE
DATA COLLECTION PRACTICES OF ANY CONTENT (INCLUDING THIRD-PARTY APPS).
PRIOR TO PURCHASE OR DOWNLOAD OF CONTENT AS PART OF THE SERVICE, YOU
SHOULD REVIEW THE TERMS, POLICIES, AND PRACTICES OF SUCH CONTENT. In the
event Apple receives a third-party request for Personal Data (“Third-Party Request”), Apple will
notify You, to the extent permitted by law, of its receipt of the Third-Party Request, and notify the
requester to address such Third-Party Request to You. Unless otherwise required by law or the
Third-Party Request, You will be responsible for responding to the Request.

10. General Legal Terms

10.1  Third-Party Notices

Portions of the Apple Software or the Service may utilize or include third-party software and other
copyrighted material. Acknowledgements, licensing terms and disclaimers for such material are
contained in the electronic documentation for the Service or applicable part thereof, and Your use
of such material is governed by their respective terms.

10.2 Other Collection and Use of Data

Apple and its affiliates and agents may collect, maintain, process and use diagnostic, technical,
usage and related information, including but not limited to unique system or hardware identifiers,
cookies or IP addresses, information about Your and Your Authorized Users’ use of the Service,
Your MDM Server, Device Enroliment Settings, computers, devices, system and application
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software, and other software and peripherals, that is gathered periodically to facilitate the provision
of services to You related to the Service, to provide, test and improve Apple’s devices and services,
for internal purposes such as auditing, data analysis, and research to improve Apple’s devices,
services, and customer communications, to facilitate the provision of software or software updates,
device support and other services to You (if any) related to the Service or any such software, for
security and account management purposes, and to verify compliance with the terms of this
Agreement. Data collected pursuant to this Section will be treated in accordance with Apple’s
Privacy Policy, which can be viewed at: http://www.apple.com/legal/privacy.

10.3 Assignment

This Agreement may not be assigned, nor may any of Your obligations under this Agreement be
delegated, in whole or in part, by You by operation of law, merger, or any other means without
Apple’s express prior written consent and any attempted assignment without such consent will be
null and void.

10.4 Press Releases and Other Publicity; Relationship of Parties

You may not issue any press releases or make any other public statements regarding this
Agreement, its terms and conditions, or the relationship of the parties without Apple’s express prior
written approval, which may be withheld at Apple’s discretion. This Agreement will not be construed
as creating any agency relationship, or a partnership, joint venture, fiduciary duty, or any other form
of legal association between You and Apple, and You will not represent to the contrary, whether
expressly, by implication, appearance or otherwise. This Agreement is not for the benefit of any
third parties.

10.5 Notices

Any notices relating to this Agreement shall be in writing. Notices will be deemed given by Apple
when sent to You at the email address or mailing address You provided during the sign-up process.
All notices to Apple relating to this Agreement will be deemed given (a) when delivered personally,
(b) three business days after having been sent by commercial overnight carrier with written proof
of delivery, and (c) five business days after having been sent by first class or certified mail, postage
prepaid, to this Apple address: Apple Inc., Apple Developer Legal (Apple Business Manager), One
Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. You consent to receive notices by email
and agree that any such notices that Apple sends You electronically will satisfy any legal
communication requirements. A party may change its email or mailing address by giving the other
written notice as described above.

10.6  Severability

If a court of competent jurisdiction finds any clause of this Agreement to be unenforceable for any
reason, that clause of this Agreement shall be enforced to the maximum extent permissible so as
to affect the intent of the parties, and the remainder of this Agreement shall continue in full force
and effect. However, if applicable law prohibits or restricts You from fully and specifically complying
with the Sections of this Agreement entitled “Service Requirements”, or “Institution’s Obligations”
or prevents the enforceability of any of those Sections, this Agreement will immediately terminate
and You must immediately discontinue any use of the Service.

10.7  Waiver and Construction

Failure by Apple to enforce any provision of this Agreement shall not be deemed a waiver of future
enforcement of that or any other provision. Any laws or regulations that provide that the language
of a contract will be construed against the drafter will not apply to this Agreement. Section headings
are for convenience only and are not to be considered in construing or interpreting this Agreement.

10.8 Export Control
You may not use, export, re-export, import, sell or transfer the Service or Apple Software, or any
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part thereof, except as authorized by United States law, the laws of the jurisdiction in which You
obtained the Service or Apple Software, and/or any other applicable laws and regulations. In
particular, but without limitation, the Service and the Apple Software may not be exported or re-
exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s
list of Specially Designated Nationals or the U.S. Department of Commerce’s Denied Persons List
or Entity List or any other restricted party lists. By using the Service or Apple Software, You
represent and warrant that You are not located in any such country or on any such list. You also
agree that You will not use the Service or Apple Software for any purposes prohibited by United
States law, including, without limitation, the development, design, manufacture or production of
nuclear, missile, chemical or biological weapons.

109 Government End-users

The Service, Apple Software, and Documentation are “Commercial ltems”, as that term is defined
at 48 C.F.R. §2.101, consisting of “Commercial Computer Software” and “Commercial Computer
Software Documentation”, as such terms are used in 48 C.F.R. §12.212 or 48 C.F.R. §227.7202,
as applicable. Consistent with 48 C.F.R. §12.212 or 48 C.F.R. §227.7202-1 through 227.7202-4,
as applicable, the Commercial Computer Software and Commercial Computer Software
Documentation are being licensed to U.S. Government end-users (a) only as Commercial Items
and (b) with only those rights as are granted to all other end-users pursuant to the terms and
conditions herein. Unpublished-rights reserved under the copyright laws of the United States.

10.10 Dispute Resolution; Governing Law

Any litigation or other dispute resolution between You and Apple arising out of or relating to this
Agreement, the Apple Software, or Your relationship with Apple will take place in the Northern
District of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive
venue in the state and federal courts within that District with respect any such litigation or dispute
resolution. This Agreement will be governed by and construed in accordance with the laws of the
United States and the State of California, except that body of California law concerning conflicts of
law. Notwithstanding the foregoing:

(a) If You are an agency, instrumentality or department of the federal government of the United
States, then this Agreement shall be governed in accordance with the laws of the United States of
America, and in the absence of applicable federal law, the laws of the State of California will apply.
Further, and notwithstanding anything to the contrary in this Agreement (including but not limited
to Section 5 (Indemnification)), all claims, demands, complaints and disputes will be subject to the
Contract Disputes Act (41 U.S.C. §§601-613), the Tucker Act (28 U.S.C. § 1346(a) and § 1491), or
the Federal Tort Claims Act (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), as
applicable, or other applicable governing authority. For the avoidance of doubt, if You are an
agency, instrumentality, or department of the federal, state or local government of the U.S. or a
U.S. public and accredited educational institution, then Your indemnification obligations are only
applicable to the extent they would not cause You to violate any applicable law (e.g., the Anti-
Deficiency Act), and You have any legally required authorization or authorizing statute;

(b) If You are a U.S. public and accredited educational institution or an agency, instrumentality, or
department of a state or local government within the United States, then (i) this Agreement will be
governed and construed in accordance with the laws of the state (within the U.S.) in which You are
domiciled, except that body of state law concerning conflicts of law; and (ii) any litigation or other
dispute resolution between You and Apple arising out of or relating to this Agreement, the Apple
Software, or Your relationship with Apple will take place in federal court within the Northern District
of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive venue
of such District unless such consent is expressly prohibited by the laws of the state in which You
are domiciled;

(c) If You are an international, intergovernmental organization that has been conferred immunity
from the jurisdiction of national courts through Your intergovernmental charter or agreement, then
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any controversy or claim arising out of or relating to this Agreement, or the breach thereof, shall be
determined by arbitration under the Rules of Arbitration of the International Chamber of Commerce
(the “ICC Rules”) in effect at the time of applying for arbitration by three arbitrators appointed in
accordance with such rules, and will be conducted according to the International Bar Association
(IBA) Rules on the Taking of Evidence in International Arbitration. The place of arbitration shall be
London, England. The arbitration shall be conducted in English. Upon Apple’s request, You agree
to provide evidence of Your status as an intergovernmental organization with such privileges and
immunities; and

(d) If You are domiciled in a European Union country, or in Iceland, Norway, Switzerland, or the
United Kingdom, the governing law and forum shall be the laws and courts of the country of domicile
of the Apple entity providing the Service, as applicable, as set forth in the definition of “Apple”.

This Agreement shall not be governed by the United Nations Convention on Contracts for the
International Sale of Goods, the application of which is expressly excluded.

10.11 Entire Agreement; Governing Language

This Agreement constitutes the entire agreement between the parties with respect to the Service
contemplated hereunder and supersedes all prior understandings and agreements regarding its
subject matter. For the avoidance of doubt, nothing in this Agreement supersedes the EULAs for
the Apple Software. This Agreement may be modified only: (a) by a written amendment signed by
both parties, or (b) to the extent expressly permitted by this Agreement (for example, by Apple by
notice to You). Any translation of this Agreement is provided as a courtesy to You, and in the event
of a dispute between the English and any non-English version, the English version of this
Agreement shall govern, to the extent not prohibited by local law in Your jurisdiction. If You are
located in the province of Quebec, Canada, or are a government organization within France, the
following clause applies: The parties hereby confirm that they have requested that this Agreement
and all related documents be drafted in English. Les parties ont exigé que le présent contrat et
fous les documents connexes soient redigés en anglais.

10.12 Acceptance

Institution acknowledges and agrees that by clicking on the “Agree” or similar button or by checking
a box, Institution, through its authorized representative, is accepting and agreeing to the terms and
conditions of this Agreement.

LYL111
3/31/2022
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