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Kaspersky Anti Targeted Attack Platform

Threat Vectors
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delivers

malicious

threats with the

primary threat

vectors leading

to breaches in

enterprises

according to

Verizon's Data

Breach

Investigations

Report (DBIR)
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ICSA Labs ATD Certifications
Attained by Kaspersky's KATA

Standard ATD Consecutive
Quarterly Test
Cycles
Successfully
Passed:

9

Consecutive 
Test Cycles
100% Effective:

7

 
Kaspersky Labs' KATA was 100% effective during the

Q4 2018 test cycle, detecting all malicious samples

100%

 
Of 72 threats 1-hour old or less, KATA missed none of them

 
KATA was 100% effective for 32 straight days of testing

during the Q4 2018 test cycle

596 0

Malicious Threats Detected / Not Detected

 

Effectiveness Details

Standard ATD Effectiveness

494 0

Standard ATD False Positives

Percentage of FPs

0%

No innocuous apps

were improperly

categorized as

malicious

https://usa.kaspersky.com/enterprise-security/anti-targeted-attack-platform
https://www.icsalabs.com/

